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The mandatory Research Security (RS) training requirement 
was implemented December 1, 2025 to align with federal 
mandates and concurrent with the Annual Disclosure 
Certification Cycle that runs from Dec 1, 2025, to Feb 28, 
2026.

t

Research Security Training Requirements
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This training is mandated by the CHIPS and Science Act of 
2022 and NSPM-33 and is increasingly being included in the 
terms and conditions of subawards from other institutions. 
Federal agencies such as NIH and NSF have begun enforcing 
these requirements, with additional mandates taking effect in 
the coming months.

Why is this training required?
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The RS training covers key areas including:
• Foreign travel and foreign components
• Export controls and cybersecurity
• Disclosure requirements (including NIH Other Support)
• Insider threat awareness
• Foreign talent recruitment programs
• Data sharing

What does the training cover?
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Emory provides a comprehensive training module in the Brainier Learning 
Management System that consolidates all federal requirements into a single 45-
minute session. The module is regularly updated to reflect changes in federal 
guidance.
Training completion will be tracked in the new Investigator Portal/Dashboard. The 
compliance dashboard is accessible to researchers, ADRs, administrative staff, OSP, 
and RCRA.
Action Required: Complete the training in Brainier and update your disclosure 
profile in Insight to ensure full compliance.

How will training be completed?
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All Covered Individuals (persons responsible for design, 
conduct or reporting of research) are required to complete 
the training.
Login to Brainier>Search for “Research Security 
Training”>Complete the training, and optionally download the 
certificate of completion

Who is required to complete the training?
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Similar to disclosure updates, completion of training is mandatory. 
Failure to complete the required training will result in delays in 
proposal processing and prevent award setup.
All faculty engaged in federally funded research are encouraged to 
complete the training as soon as possible to ensure compliance and to 
avoid delays in proposal submissions or funding.
If you have questions or need assistance accessing the training, please 
don’t hesitate to reach out.

What happens if training is not completed?
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Compliance Dashboard

Research Security Compliance

Emory Research Portal

https://erp.app.emory.edu/
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Contact for questions:

researchcompliance@emory.edu
researchsecurity@emory.edu

Questions?
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